Instructions to connect to the wireless network: SecureHastings (Windows XP)
September 19, 2008

1. Open Control Panel
2. Double click Network Connections

3. Double click Wireless Network Connection
4. Click Change advanced settings on the left panel under Related Tasks.

5. Click the tab Wireless Networks.
6. If you have the preferred network hastings set to **automatic**, go to the next step. If you have the preferred network hastings set to **on-demand**, or **Manual**, or you don’t have the network hastings set as a preferred network skip to step 11.

7. Change the Preferred network hastings from Automatic to On-Demand. Double click the network hastings or single click the network hastings and click the Properties button.
8. Click the Connection Tab at the top of the dialog box.

9. Un-check the box that says, Connect when this network is in range. Click OK.

10. If you are prompted with this dialog box click Continue Anyway.
11. Add the preferred network SecureHastings
Under Preferred networks click the Add button.

12. Under Network name (SSID) type: SecureHastings
13. Click the Network Authentication drop down list and choose either WPA or WPA2 (WPA2 is a stronger encryption method than WPA).

14. Click the Data encryption drop down list and choose either TKIP or AES. (AES is preferred)
15. Click the Authentication tab at the top of the dialog box.

16. Under EAP click the drop down list and choose PEAP
17. Un-check the check box that says: Authenticate as computer when computer information is available.

18. Click the Properties button under the EAP type drop down list

19. Make sure that validate server certificate is checked
20. choose Secured password (EAP-MSCHAPv2)
21. click Enable Fast Reconnect

22. Click the configure button next to: Secured password (EAP-MSCHAPv2)

23. Un-check the button: Automatically use my Windows logon name and password (and domain if any).
   Click OK
24. Click OK at the bottom of the dialog box Protected EAP properties

25. Click the tab Connection of the Wireless network Properties dialog box. Make sure under Automatic connection, the check box Connect when this network is in range is checked. Click OK.
26. Click OK at the bottom of the dialog box Wireless Network Connection Properties.

27. Click the balloon:
Wireless Network Connection
Click here to select a certificate or other credentials for connection to the network SecureHastings.
28. Enter your username and password that you use for Hastings email.
   Don’t enter a logon domain.
   Click OK

29. Click the balloon:
Wireless Network Connection
Click here to process your logon information for the network SecureHastings.
30. When prompted to Validate Server Certificate click OK.

31. You should now be connected to the wireless network SecureHastings.

There might be a delay the first time you connect to the wireless network before you can browse the Internet (up to 15 seconds)

After setting up the network SecureHastings you won’t be prompted to enter your username and password every time you connect to the wireless network.

If you have any questions email us at: helpdesk@uchastings.edu or call us at: 415-581-8802 and leave a message